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Motivation for the Conference There are very few scientific venues that focus on network security, compared to the
many on computer security or cryptography. The main goal of this conference is to promote research on all aspects of
network security. It is also the goal to build a bridge between research on cryptography and network security. So, we
welcome scientific and academic papers that focus on this multidisciplinary area.

Proceedings The proceedings will be published in the Lecture Notes in Computer Science series by Springer Verlag,
and be available at the conference.

Topics of Interest Areas of interest for CANS ’06 include, but are not limited to, the following topics:

Ad Hoc Network Security
Access Control for Networks
Anonymity and internet voting
Cryptology
Denial of Service
Fast Cryptographic Algorithms
Information Hiding

Intrusion Detection
IP Security
Mobile and Wireless Security
Multicast Security
PKI
Phishing
Router Security

Secure E-Mail
Secure protocols (SSH, SSL, ...)
Spam
Spyware
Scanning
Virtual Private Networks

Papers on cryptology are welcome. These that make a substantial link with network security will be given priority.
Authors of such paper are encouraged to explain in a subsection of the introduction the link with network security. Quality
papers on pure cryptology may also be accepted.

Important Dates
Submission Deadline: June 20, 2006 June 27, 2006 (10:00 GMT)
Authors Notification: August 21, 2006
Camera-Ready Version: September 15, 2006
Conference: December 8–10, 2006
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