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Collecting genetic informations about individuals by DNA sequencing or
genotyping is now cheap and increasingly popular1. Sharing this informa-
tion is useful to identify correlations between genetic factors and particular
phenotypes like the occurrence of a disease, the response to a treatment,
or an addiction. It also raises privacy concerns: would you like to release
publicly your genome and the fact that you have a particular disease or
addiction? Following the notion of differential privacy introduced 10 years
ago in cryptography [1, 2], some groups have recently proposed methods
and algorithms to share genetic information sufficient to perform statistical
association studies, while preserving the identify of participants [3, 4]. The
goal of this project is to clarify the notion of differential privacy and the
techniques to achieve it in the context of genetic studies. It requires no
prior knowledge in algorithms or biology, but basic notions of probability
and statistics; motivated students may even want to implement and test
some algorithms on real genetic data.
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